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Title: IBM Tivoli Monitoring for Virtual Environments for Citrix XenDesktop is not affected by the OpenSSL Heartbleed vulnerability (CVE-2014-0160) and flush and reload vulnerability (CVE-2014-0076)
Flash (Alert)

Abstract

IBM Tivoli Monitoring for Virtual Environments for Citrix XenDesktop  is not vulnerable to the CVE-2014-0160 OpenSSL Heartbleed vulnerability and flush and reload vulnerability (CVE-2014-0076)
Content

· IBM Tivoli Monitoring for Virtual Environments for Citrix XenDesktop in all editions and all platforms is NOT vulnerable to the OpenSSL Heartbleed vulnerability (CVE-2014-0160).

· IBM Tivoli Monitoring for Virtual Environments for Citrix XenDesktop in all editions and all platforms is NOT vulnerable to the flush and reload vulnerability (CVE-2014-0076) 
Remediation: No action required.
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